Lesson: Lesson 4: Working with Disks
1. Which of these tasks is not something that must be performed before a user begins storing data on a hard disk?
a) Select partitioning style.
b) Select disk type.
c) Label the disk.
d) Format the volumes with a file system.
2. What term refers to the method that Windows operating systems use to organize partitions on the disk?
a) partition table
b) partition style
c) partition directory
d) partition index
3. Aside from MBR, what other disk partition style is supported by Windows Vista?
a) GPT

b) PTG

c) PPTP

d) PGP

4. The GPT disk partitioning style supports volumes up to a maximum size of __________.
a) 18 terabytes
b) 36 terabytes
c) 18 exabytes
d) 36 exabytes
5. Which version of Windows does not support the GPT disk partitioning style?

a) Vista Home Premium
b) Vista Home Basic
c) Windows XP Professional
d) Vista Premium
6. What is the underlying disk drive structure that enables you to store information on your computer?

a) file system

b) file structure

c) MBR

d) none of the above

7. What MMC snap-in can be used to manage disks?

a) DiskPart

b) Hard Disk Management

c) Drive Management

d) Disk Management 

8. Which of these tasks can be done from the Disk Management snap-in?

a) initializing disks

b) selecting a partition style

c) creating partitions and volumes

d) all of the above

9. Which tab on the Properties dialog box for a partition or volume enables you to check the partition or volume for errors and fragmentation and to back up files on the volume?
a) General
b) Tools
c) Security

d) Previous Versions
10. To shrink or extend a partition, you must be a member of which of these groups?

a) Administrators

b) Power Users

c) Backup Operators

d) both a and c
11. Which Windows Vista permissions control the access to files and folders stored on disk volumes formatted with the NTFS file system?
a) NTFS permissions
b) Share permissions
c) Registry permissions
d) Active Directory permissions
12. What is a collection of individual permissions in the form of access control entries (ACEs)?
a) permissions
b) access control list (ACL)
c) authorization control list (ACL)
d) object control list (OCL)
13. What permissions provide the most granular control over elements and combine to create standard permissions?

a) extended permissions

b) selective permissions

c) advanced permissions

d) special permissions

14. The principle that permissions tend to run downward through a hierarchy is known as what?
a) permission selectivity
b) permission advancement
c) permission inheritance
d) permission propagation
15. What is the combination of Allow permissions and Deny permissions called that a security principal receives for a given system element, whether explicitly assigned, inherited, or received through a group membership? 

a) allowed permissions
b) specific permissions
c) special permissions
d) effective permissions
16. What is the “back door” included in the Windows NTFS permission system that prevents orphaned files and folders from remaining permanently inaccessible?
a) resource allocation
b) resource ownership
c) resource permissions
d) special permissions
17. What is the easiest method of folder sharing that users can maintain themselves on a day-to-day basis?
a) any folder sharing
b) simple folder sharing
c) public folder sharing
d) basic folder sharing
18. What is the primary backup program included with Windows Vista?
a) Back Up Files Wizard
b) Back Up Files Utility
c) Back Up Data Manager
d) System Backup Utility
19. What utility creates an image-based backup in which you can only back up and restore entire drives and is designed to protect against catastrophic failures, such complete hard drive losses?
a) Total PC
b) Back Up Files Wizard
c) System Backup Utility
d) Complete PC 

